
INTERNET SECURITY RECOMMENDATIONS

• 	 Use only the browsers and versions named here, which comply with the security  
requirements of Leonteq. 

• 	 Ensure that your operating system and your internet browser is kept up to date with 
the latest security updates.

• 	 Do not activate password storage/auto-completion in your internet browser.

• 	 Keep your anti-virus software updated.

• 	 Do not open any e-mails from unknown sources or with attachments you are not  
expecting.

• 	 Leonteq employees will never ask for your password. Do not react to any request to 
give your security details, even if the sender purports to be Leonteq.

• 	 Do not install any programs from untrustworthy sources.

• 	 Do not use Leonteq Services from public computers or networks.
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LEONTEQ ONLINE SERVICES
APPENDIX TECHNICAL REQUIREMENTS

For reasons of security we recom-
mend the use of the following 
requirements for Leonteq Online 
Services.

Please ensure that your operating 
system and your browser are 
updated with the latest versions  
and security patches.

Operating Systems
• 	 Windows XP
• 	 Windows Vista
• 	 Windows 7
• 	 Mac Os 10.x
• 	 iOS4.x

Internet Browser 
• 	 Apple Safari 6+
• 	 Google Chrome 25+
• 	 Mozilla Firefox 25+
• 	 Internet Explorer 9+ 

Security Settings  
for Internet Browser
To be able to use Leonteq Online 
Services you must activate the 
following settings:

• 	 File download must be activated.

• 	 Execution of JavaScript must be 
enabled.

• 	 A PDF reader is properly configured.

Monitor resolution
Leonteq Online Services are optimized 
for 1280x1024 pixels

To check that your system complies 
with the above details please consult 
your technical service or provider.
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